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Company information Company contact information 

TeliaSonera AB  

Sturegatan 1, SE-10663 Stockholm, SWEDEN 

Registered office: Stockholm 

Business ID 556103-4249, VAT No. SE556103424901 

Visitors: Stureplan 8, Stockholm 

Tel: +46 (0)8 504 550 00 

Fax: +46 (0)8 504 550 01 

www.tekiasonera.com 
 

 
 

 Creator 

 Jörgen Ohlsson 
 Remote Access, Kalmar 
  

How to login to access.teliasonera.com  

 
 
Start page and choice of authentication 

 

 
If you are using Security Token from Safeword click the link “Safeword token” else click the link “SMS 
and PIN code” to log in with SMS and PIN code. 
 
If you have forgotten your PIN code you can get it sent to you via SMS by clicking the link 
”Forgotten/lost your PIN code click here”. 
 
Please note! 

 The SMS containing your PIN code cannot be saved in your mobile phone as a standard SMS.  

 The SMS will disappear as soon as you use your phone. 
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Login with Security Token from Safeword 
 

 
 
 
Username – Enter your TeliaSoneraID.  
Password – Enter the same password that you have for TeliaSonera Intranet and E-mail. 
Passcode – Enter the one-time passcode generated by your security token. 
  



 
 

Instruction 
  

Date Page 

2011-11-08 3 (9) 
   Version   

     1.1    

    

        
 

 
 

 

Login example 

 
Nisse uses Security Token as authentication method. 
 
Nisse enter his TeliaSoneraID, Nisse1.  
He enters his password ”a!1M&%!2b”.  
He uses his PIN code to get a one-time passcode from his security token. 
The security token displays “50H204” and Nisse enters the result under “Passcode”. 
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Login with flash SMS and PIN code, page one 

 

 
 
Username – Enter your TeliaSoneraID.  
Password – Enter the same password you have for TeliaSonera Intranet and E-mail. 
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Login example 

 
Karin uses SMS and PIN code as authentication method. 
 
Karin enters her TeliaSoneraID, karin1. 
Then she enters her password ”1b&%!C78a”. 
She then clicks the “Sign In” button. 
 
If TeliaSoneraID and password is correct a one-time passcode will be sent to the mobile phone 
registered to the username provided. 
 
A flash SMS with the one-time passcode will, normally, be delivered within 30s. 
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Login with Flash SMS and PIN code, second page 

 

 
Enter the received SMS passcode directly followed by your personal PIN code.   

 
Example, SMS Passcode 

 
Karin gets a flash SMS with the Passcode “1CE6P5” and together with her personal PIN code, “4546” 
she gets a passcode+PIN combination, “1CE6P54546”. 
She enters the total combination in the ”Enter SMS Passcode directly followed by your PIN code” field 
and clicks “Sign in”. 
.  
 
Please note!  

 The passcode+PIN combination can’t contain a “space” 

 The PIN code is always added at the end of the passcode 

 The passcode+PIN combination is always 10 characters long  
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The first time you connect to access.teliasonera.com you’ll get this message: 

 
The service needs to install a web browser add-on, an ActiveX control. 
Right-click the yellow bar that shows in your web browser… 

 
…and chose “Run Add-on”. 
 
This window might pop-up:  
 

 
Choose ”Run” 
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Password change 

The service access.teliasonera.com can handle a change of your TeliaSoneraID password. 
The change will start automatically if any of these three examples corresponds to your account: 
 

1. You have forgotten your password and request a new one from the Service desk. You receive a 
new password and when you login you’ll get prompted to change the password into something of 
your own choice. You may change your password once per 24h. 

2. The validity period for your password have expired. It expires after 90 days. 
3. You have received a consultant account with a temporary password. The first time you login 

you’ll be prompted to change password. 
 
 
This is what the password change looks like in your browser: 
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You can trigger a password change yourself. You can do this by clicking the link “Change Password” 
in the bookmark list when you are logged on. 

 
After successful login 

When authenticated the post-authentication notification page will show. 

 
The page content will change over time and is used to provide the users with information directly from 
the technicians running the service. 
To continue to your bookmarks page press “Proceed”. 
  

 


